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Fwd: Mandiant Report

For two months the hackers stole our personal info and no one caught it? What was done to the
employee that fell for the phishing scam? Have other employees been taught not to do the same
thing which would compromise the new security? Security is only as good as the users of any
system. Why was the employee using government owned equipment to access non government
sites? They should not be leaving any government systems, which would have prevented this in the
first place. | don't feel that the DOR has taken our loss of privacy seriously. Credit monitoring won't
get us our personal info back and our SSN is a lifetime issued identifier and can be used at any time,
even after the DOR's so called fix by offering credit monitoring. Someone's head needs to roll over
this!

Mark
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