
From: dennismoss29@gmail.com <dennismoss29@gmail.com>
To: Veldran, KatherineKatherineVeldran@gov.sc.gov

Date: 11/5/2012 3:03:29 PM
Subject: Re: SC Sen. Tom Davis: Update on Cyber Security Breach

Thanks !!

Sent from my Verizon Wireless Phone

-----Reply message -----
From: "Veldran, Katherine" <KatherineVeldran@gov.sc.gov>
Date: Mon, Nov 5, 2012 1:24 pm
Subject: SC Sen. Tom Davis: Update on Cyber Security Breach 
To: "dennismoss29@gmail.com" <dennismoss29@gmail.com> 

FYI
I have spoken and emailed with Andy Ritch.
Please let me know if you need anything else.
Katherine

Katherine F. Veldran
Legislative Liaison | Office of Governor Nikki Haley
O: 803-734-5124 | C: 803-767-7583
KatherineVeldran@gov.sc.gov

From: dennismoss29@gmail.com [mailto:dennismoss29@gmail.com] 
Sent: Saturday, November 03, 2012 12:44 PM 
To: Veldran, Katherine
Subject: Re: SC Sen. Tom Davis: Update on Cyber Security Breach

Thanks !!! Dennis Moss

Sent from my Verizon Wireless Phone

-----Reply message -----
From: "Veldran, Katherine" <KatherineVeldran@gov.sc.gov<mailto:KatherineVeldran@gov.sc.gov>>
Date: Sat, Nov 3, 2012 12:28 pm
Subject: SC Sen. Tom Davis: Update on Cyber Security Breach
To: "'dennismoss29@gmail.com'" <dennismoss29@gmail.com<mailto:dennismoss29@gmail.com>>

I will reach out to him and help answers all his questions.

From: dennismoss29@gmail.com<mailto:dennismoss29@gmail.com> [mailto:dennismoss29@gmail. 
com]
Sent: Saturday, November 03, 2012 12:13 PM
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To: Veldran, Katherine
Subject: Fwd: SC Sen. Tom Davis: Update on Cyber Security Breach

Request Help!!!!
Sent from my Verizon Wireless Phone

-----Forwarded message -----
From: EngParts@aol.com<mailto:EngParts@aol.com>
Date: Sat, Nov 3, 2012 9:54 am
Subject: SC Sen. Tom Davis: Update on Cyber Security Breach
To: <dennismoss29@gmail.com<mailto:dennismoss29@gmail.com>>

Mr Moss,

I spoke with you last week and you began forwarding these emails regarding
the security breach and how to deal with it. Nothing has changed since our
conversation. I was able to access the Experian site early last week to
enroll myself (before we spoke) but since neither my wife or I have been
able to access the site beyond the page that loads requesting your access
code. When we enter SCDOR123 NOTHING happens. It is as if the site is
overloaded or wholly inadequate. My wife tells me she did get through once but 
when she worked through the enrollment process it required a credit card and 
notified her she would have to pay for the services and if the state found
that her identify had indeed been stolen she would be refunded. She did
not enroll.

Either Experian is telling the state of SC one thing and doing another
while trolling for new business, or something is wrong with the site.

It seems I'm left with three choices.

1) Do nothing for the next 25 years and hope our identity has not been
stolen.
2) Place a credit freeze on both of our SS #'s and deal with the
inconvenience.
3) Pay for a credit monitoring service.

Before you or other state officials tell me they are not responsible, that
this was an illegal act, and that's just the nature of society today and
the threats we live with, consider this.

If my identity is stolen as a result of commercial activity I conduct on
line or information kept in my computer, that is a choice I have made, an
action I have willfully engaged in of which I must accept a degree of
responsibility for.

The state mandated and made compulsory the disclosure of this information.
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Therefore, it MUST be kept in a FAR more secure manor than simple
commercial activity. From what I read, the state failed miserably in securing the 
private information of it's citizens and businesses.

What do I expect the government to do about it? I expect everyone who
handled this information from the Treasurer to the data entry clerk, who knew
or should have known this information was not secure to be fired and fired
immediately and never allowed to work in state government again! The SBI
needs to investigate for criminal negligence and prosecute vigorously. I
don't expect the legislature to raise taxHN


