
From: Rush Smith <rush.smith@nelsonmullins.com>
To: Veldran, KatherineKatherineVeldran@gov.sc.gov

Date: 11/15/2012 5:04:12 PM
Subject: RE: SENIOR FAQs

I didn't have any others of consequence. So you know, I did not have a chance to do a “close reading” reconciliation 
of this FAQ with others.

From: Veldran, Katherine [mailto:KatherineVeldran@gov.sc.gov] 
Sent: Thursday, November 15, 2012 5:01 PM 
To: Rush Smith
Subject: RE: SENIOR FAQs

I have made the change below.
Were there any other changes to the document?

From: Rush Smith [mailto:rush.smith@nelsonmullins.com]
Sent: Thursday, November 15, 2012 4:55 PM
To: Veldran, Katherine
Cc: Thad Westbrook; Jon Neiditz
Subject: FW: SENIOR FAQs
Importance: High

Please change as noted:

Q: As a senior living in South Carolina, why should I be worried about identity theft?
A: The SC Department of Revenue announced on October 26, 2012 that taxpayers' records approximately 3.8 million 
Social Security numbers, 387,000 credit and debit card numbers and 657,000 business tax filings have been exposed 
in a cyber-attack. This includes Social Security numbers, credit and debit card numbers, and business tax filings.

From: Veldran, Katherine [mailto:KatherineVeldran@gov.sc.gov]
Sent: Thursday, November 15, 2012 4:16 PM
To: Thad Westbrook
Cc: Stirling, Bryan; Pitts, Ted
Subject: SENIOR FAQs

Thad,
Please review.
Need to release to Lt. Governor's office before 5:00pm. These are not new questions. 
Please let me know if this will be a problem.
Thank you,
Katherine

Katherine F. Veldran
Legislative Liaison | Office of Governor Nikki Haley
O: 803-734-5124 | C: 803-767-7583
KatherineVeldran@gov.sc.gov
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