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U.S. Growth Driven by Purchasing Cards
Commercial cards are expected to grow $90B over the next 2 years with
purchasing cards representing 87% of this jump. Virtual cards are the engine 
driving the P-card increase.

Percent of organizations using EAP1 
accounts

(1) EAP = Electronic Accounts Payable and represents 
virtual accounts of all flavors that run on card rails. 
Source: 2012 RPMG Electronic Accounts Payable
Benchmark Survey Results; n=4,375 survey
respondents.

T&E
(5% CAGR 2012-2015)

P-Card
(16% CAGR 2012-2015)

Source: 2013 US C om m ercia l Card Update -  M ercator A dv iso ry  G roup
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Why Are Organizations Automating Payments?
Organizations can achieve benefits from automating P2P
(e.g., improved control, efficiency, and supplier relationships)

■ Control

■ Cost Savings

■ Efficiency

■ Supplier 
Relationship

■ None

For data on this page, at 90% confidence, a variance of 3% is needed to indicate a significant difference

S ource : 2 0 1 1  V isa  G lob a l C ash  M anagem en t S urve y : Q20. What value do you see a card-based accounts payable automation solution providing? 

S am p le : M id  a n d  la rg e  com pan ies  

Visa Accounts Payable Automation Overview 2012
4 | Accounts Payable Automation | March 2015 Visa Confidential VISA30
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Fraud Awareness, Prevention and Mitigation

5 Visa Confidential



Fraud Landscape Today
Counterfeit fraud represents 70% of card-present fraud and grew 27% in 2014

T o t a l  f r a u d  b y  t y p e

Other 
Lost/ 5%
stolen
12% Counterfeit

39%

Card
not present

44%

C a r d - p r e s e n t  f r a u d

EMV chip will significantly reduce card-present 
counterfeit fraud

S ource : V isa  F raud  R epo rting  S ys tem  (F R S ) a n d  E n te rp rise  D a ta  W are house  (E D W ); C Y  20 14 ; U .S . Issue d  /  U .S . A cqu ired
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Fighting Fraud With Layers of Security
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Chip
• Creates a unique cryptogram 

for each transaction
• Not a silver bullet

Tokenization
• Tokens replaces account number 

with unique digital token
• If payment token is used as the 

account number, it will be identified 
as stolen and rejected

PIN
• Fraudster must know PIN for 

card to work at a point of sale
• Static data set

S ource : V isa  F raud  R epo rting  S ys tem  (F R S ) an d  E n te rp rise  D a ta  W are house  (E D W ); C Y  2 0 13 ; U .S . do m es tic  V isa  de b it and  c red it
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How does EMV chip technology work?

Because the cryptogram changes with every transaction, even if the card data is 
stolen, the information can't be used to create counterfeit cards because the 
cryptogram would have already “expired”

4  0  0  0  1 2  3  4  5  6  7  a  J O  H  N  D

Card number

O  E  * 0  1 2  0  1 2 * 1 0  1 * 2  1 7

Name Expiry Service CVV 
code (STATIC)

4  0  0  0  1  2  3  4  5  6  7  *  J  O  H  N  D  O  E  *  0  1  2  0  1  2  *  2  0  1  *  3  8  6  * 5248139 1352648 6970831

Card number Name Expiry Service
code

iCVV Cryptogram
(DYNAMIC)

4  0  0  0  1 2  3  4  5  6  7  A J  O  H  N  D  O  E  A 0  1 2  0  1 2  A 2  0  1 A 3  8  6  A 24 0 5 6 5 |3|4| A

Card number Name Expiry Service
code

iCVV Cryptogram
(DYNAMIC)

A
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Tokenization

Mobile
NFC + Tokenization

Key entered, Card 
on File

Card Not Present 
Tokenization

Key entered or Card 
on File

• Token replaces static account 
numbers for use in specific 
domains

• Token may use EMV rails
-  EMV cryptography for card 

authentication and 
transaction security

-  NFC payment enabled

• Token replaces static PAN 
for use in specific domains

• Enables refined risk 
management
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U.S. EMV Migration -  Client readiness report

Credit Debit

141.9 million EMV chip cards issued,
86.1 million of which are credit
The U.S. now has more chip cards 
than any other market in the world

55.7 million EMV debit cards
issued; a 21% increase from July to 
August

U.S. EMV Chip 
Migration Forecast1
Credit cards 70%

7% of ATMs in the United
States are capable of accepting 
chip transactions

Debit cards 41%

Acquirers / 
Terminals

• A few hundred EMV terminals are 
now capable of routing PIN debit
EMV transactions using the 
common debit AID

■  Domestic EMV PV increased 65%
from $2.1B in July to $3.4B in August

Activated 
terminals 4  

By the
End of 2015

47%
Merchants

301 thousand EMV chip activated 
merchant locations, a 2% increase from 
July to August
Wave 2 of the merchant EMV survey 
shows upward trends in all areas.
According to the study 95% of merchants
are aware of chip technology today

Sources: Current cards based on MARS data through August 31, 2015; credit / debit card forecast per Aite Report -  EMV: Lessons Learned and the U.S. Outlook (June 2014); activated terminal 
forecast per Payment Security Taskforce Acquirer projections press release (October 2014) Forecast based on information currently available to Visa. Actual results may vary significantly. - .. -
10 Visa Confidential



Video

• http://visatv.trusted.visa.com/viewerportal/webcast/home.vp?programId=esc_program:7513&contentAssociationId=association:18347
• https://www.youtube.com/watch?v=tUkdqDARuEU

• https://www.youtube.com/watch?v=Nw2iTbEptHI

11 | US EMV Migration Summary | July 2015 Visa Confidential VISA
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Fraud & Card Compromise Discussion

B a n k ^ H  
MerrilL n

Bankof America 
Merrill Lynch
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Bankof America
Merrill LynchData compromises are constantly in the news

Sony Pictures
100 terabytes of data

Home Depot
56 MM customer records

JPMorgan Chase
76 MM account holders

eBay
145 MM user records

Target
56 MM credit card records

Source:
http://www.informationisbeautiful.net/visuali
zations/worlds-biggest-data-breaches-hacks/

(1) Wall Street Journal : White House Cybersecurity Event to Draw Top Tech, Wall Street Execs (Feb. 11, 2015)
(2) The Province: Cyber Crime: Fake email from the boss is a popular fraud (March 30, 2015)
(3) CNN: Insurance giant Anthem hit by massive data breach (Feb. 6, 2015)
4) The Washington Times: Despite evidence, FBI insists North Korea to blame for Sony hacking (Dec. 30, 2014)

1 13 US EMV Migration Summary | July 2015 Visa Confidential VISA
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Bankof America
Merrill LynchIndustry call to action

S  Identify potentially compromised cards Source: Javelin Strategy & Research, 2014

S  Prioritize and replace compromised cards as needed to reduce payment fraud risk 

S  Work closely with impacted clients to streamline the replacement process

S  Replace cards with Chip & PIN enabled cards whenever possible

S  Remain up-to-date with industry trends and best practices as the fraud landscape evolves

In advance of the October deadline to issue only Chip & PIN cards, fraudsters 
are increasing attempts and becoming more aggressive.

1Wall Street Journal : White House Cybersecurity Event to Draw Top Tech, Wall Street Execs (Feb. 11, 2015)
1 14 AFP is a r egistered trademark o f theyAssociation for Financial Professionals VISAVisa Confidential
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Bankof America
Merrill LynchClient Collaboration

S  Offer accurate contact information for 

your cardholders -  including email address 

and phone number(s)

S  Determine the best centralized 

replacement process for your 

company's needs

S  Identify established pre-authorized debits 

to update with new account numbers

_________________________________________________r

companies were a target of 
out of 3  cyber attack over the past

18 months

Managing fraud risk website

Bank experts and industry leaders 
share trends, tools and tactics for 

all business segments through 
video vignettes, case studies, 
podcasts, and featured white 

papers.

Learn more: managing fraud risk website
companies surveyed in 2015 AFP® Risk Survey

1 15 US EMV Migration Summary | July 2015 Visa Confidential VISA

http://corp.bankofamerica.com/business/ci/fraud-prevention


Bankof America
Merrill LynchTypical data breach and fraud cycle

M e r c h a n t / a g e n t  f a i l s  t o  

c o m p l y  w i t h  p a y m e n t  

i n d u s t r y  s e c u r i t y  s t a n d a r d s .

H a c k e r s  s e a r c h  f o r  

m e r c h a n t s  o r  a g e n t s  w i t h  

w e a k  c o n t r o l s  o r  k n o w n  

s e c u r i t y  v u l n e r a b i l i t i e s .

2

Issuer contacts cardholder to 
investigate suspicious transactions 
Or, cardholder contacts issuer to repo 
lost or stolen card or a suspicious 
transaction
Issuer conducts a fraud investigation 
If fraud confirmed, issuer blocks card 
and lists on network exception file
Issuers sends cardholder new card

I s s u e r  f r a u d  m i t i g a t i o n  

a c t i v i t i e s  b e g i n .

F r a u d u l e n t  t r a n s a c t i o n s  

i d e n t i f i e d  b y  i s s u e r  r i s k  

d e t e c t i o n  s y s t e m s  o r  b y  

c a r d h o l d e r s  m o n i t o r i n g  

t h e i r  a c c o u n t  a c t i v i t y .

Network fraud mitigation activities
■ Compromise investigation/forensics
■ Distribution of compromised accounts
■ Development of fraud fighting technologies
■ Dispute resolution and loss recovery 

processes
■ Execution of fraud and data security 

compliance f

3

H a c k e r s  i d e n t i f y  t a r g e t  a n d  

s t e a l  s e n s i t i v e  i n f o r m a t i o n .

F r a u d u l e n t  t r a n s a c t i o n s

c o n d u c t e d  a t  m e r c h a n t  

l o c a t i o n  ( r e t a i l ,  C N P ,  

A T M s ) ;  c r i m i n a l s  o f t e n  

t a r g e t  p r o d u c t s  t h a t  c a n  b e

counterfeit cards for use 
retail stores or ATMs; 
fraudsters may use 

subsequent phishing attacks 
to steal information to

■ Breaching the system/network
■ Compromising point of sale 

(POS) software
■ Tampering with POS devices

res and ATMs (PIN theft)
se at 4 ■ Skimming

1 1 6  USSource:iVisaFranchise DataCompromise Trends and Cardholder Security Best Practices October 26, 2010 Visa, Inc. VISA



Bankof America
Merrill LynchCommon Causes of a Breach or Compromise

There are the three basic types of data security breaches that can lead to a data compromise:

Physical breach -  theft of documents or equipment
Electronic breach -  electronic breach of a system or network environment
Skimming -  capture of card magnetic stripe data using an external device

Causes:
■ Not changing the vendor-supplied

password upon installation

■ Trivial and common passwords for POS 
systems

■  Outdated antivirus software definitions

■ Phishing

■ Use of vulnerable or non-compliant
software

■ Remote access to systems by third-party 
providers

■ Not using 2 factor remote access

■ Firewalls not properly configured

1 17 US EMV Migration Summary | July 2015 Visa Confidential VISA



Bankof America
Merrill LynchThe Costs of a Data Compromise are High

Financial impact: You may be subject to significant fines and losses arising from such 
fraud and from not properly protecting card account information

• Potential for significant monetary losses related to a data compromise:
-  Card organization fines and assessments passed through to you
-  Fraud experienced on compromised cards
-  Other reimbursements for fraud losses

• Forensics, card replacement, PCI non-compliant fines, etc.

Reputational impact: Potentially more damaging than the financial impacts, 
public trust and confidence in your organization can be negatively impacted by
this type of data security breach

1 18 US EMV Migration Summary | July 2015 Visa Confidential VISA



Bankof America
Merrill LynchFraud Servicing Scenarios

Authorizations 
that need to be

Posted fraud charges 
that require an account

validated
■ Outbound call to

primary contact listed 
on account to verify 
activity

■ If no answer, outbound 
call to secondary
contact listed on the
account

■ If no answer at either 
telephone numbers or 
phone attempts can not 
be made, email sent to
primary contacts to ask
for a return call

■ Following fraud confirmation, the account
will be closed and each transaction 
transferred to new account

■ All transactions will appear on the new 
account number billing statement or your 
reporting tool

■ Fraud will send a fraud statement to the 
Program Administrator or cardholder via 
email, fax or regular mail

■ Program Administrator or cardholder may 
be asked to complete Fraud Affidavit to
comply with VISA and MasterCard
regulations

■ Credits for individual fraud transactions will 
appear on new account for balance 
reconciliation

■ Once the credit is applied to the account, 
the claim is resolved

Client action
Call the Fraud department at 
866-500-8262 or collect 509­
353-6656. The department is 
available 24/7 to assist with 
questions or verification.

1 19 US EMV Migration Summary | July 2015 Visa Confidential VISA



Bankof America
Merrill LynchManaging Fraud Risk

Fraudsters are increasingly targeting clients that conduct online 
business, employing sophisticated tools designed to compromise 
your system and surrender control of your computer.

DOCUMENT an action plan now
Develop a sound internal process for transactions using the
highest industry standards. Communicate and enforce the 
plan across the organization.
Create a separate plan to respond to an information 
compromise event. Keep in mind that an information breach 
may impact treasury activities.

| /  EDUCATE your team on best practices
Establish other communication channels such as telephone
calls, to verify significant transactions.
Do not use the "reply" option to respond to an email with 
transaction activity or approvals for payments.

TAKE ACTION
To understand actions you can take to help your dealership 
reduce the risks associated with fraud, review online security tips 
and best practices to get started today.

Lock out 
fraud

Bankof America 
Merrill Lynch Learn more ►

B a n k  e x p e r t s  a n d  

i n d u s t r y  l e a d e r s  

s h a r e  t r e n d s ,  t o o l s  

a n d  t a c t i c s  f o r  a l l  

b u s i n e s s  s e g m e n t s  

t h r o u g h  v i d e o

v i g n e t t e s ,  c a s e  

s t u d i e s ,  p o d c a s t s ,  

a n d  f e a t u r e d  w h i t e

Learn more: managing fraudr  risk website

Consider solutions to help 
reduce your exposure to fraud.
- Account Reconciliation
- MCC Restrictions
- Transaction Limits
- Two Way Alerts (Q1, 2016)

FRAUD PROTECTION AND IDENTITY 
SAFETY

CARD SOLUTIONS 
Source: Javelin Strategy &  Research, 2014

AMONG ONLINE BANKING SERVICES 
PEERS

Fraud prevention and monitoring 
Security administration and compliance

Source: Greenwich Associates Online Services Benchmarking, 2014

2 20 US EMV Migration Summary | July 2015 Visa Confidential V/SA
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Bankof America
Merrill LynchWhat is EMV chip technology?

• Chip Technology allows data to be stored and 
processed in a microchip

• A chip has 3 key functions that help to create a more 
secure payment solution:

■ Data storage
■ Cardholder identification and 

authentication
■ Cryptographic processing

Bankof America

1 E 3 4  S L 7 8
4000 VALID DATES

00/00 00/00
RICHARD 0 CROSWELL
CROSW ELL AND CO

5 1 2 3

VISA
• EMV (Europay, MasterCard and Visa) is the global 

standard that defines how the chip card and terminal 
communicate

Bankof America

VALID DATES

RICHARD 0 CROSWELL 
CROSW ELL AND CO

Masteri
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Bankof America
Merrill LynchMagnetic stripe vs. chip technology

Magnetic stripe Chip

• Magnetic stripe technology: the technology acts as 
a passive carrier of card data, which is read and used 
by terminals, according to the rules programmed
into the merchant device.

• The data is static and the card is passive in 
the transaction

• Issue: while U.S. fraud rates are statistically 
low, static data can be more easily captured 
by fraudsters and then used in fraudulent
transactions without being detected

• Chip Technology: a card with a chip 
can be configured to make 
authorization decisions, based on 
scenarios. For example low dollar, low 
risk transactions can be completed 
offline to increase acceptance

• Security: chip transactions are 
uniquely encrypted 100% of the 
time

2 3



Bankof America
Merrill LynchCurrent EMV Situation

■  US has 23% of card transactions, and over 47% of fraud, and growing

■  Industry forecast is for slightly less than half of terminals EMV-enabled by Oct., 2015

■  How card usage will work:
■  No chip card - use mag stripe like we do now
■  Chip card, but no chip terminal -  use mag stripe like we do now
■  Chip card and chip terminal -  use chip function with PIN
■  Chip terminals may be present, but not functional in short-term

■  Chip & PIN / Chip & Signature

■  PIN environment:
■  PIN mailers sent out separate from mailing of cards
■  Cardholders must know PIN number
■  PIN check website
■  PIN numbers currently cannot be changed -  looking to a potential future 

enhancement to allow this

■  Clients being converted in waves
■  Natural reissue / forced reissue
■  Impact with logos, custom cards, and line characters

2 4



Online PIN Check BankofAmerica^
Cardholder Quick Reference Guide Merrill Lynch

You’re never without your PIN.

As you travel, you will find that Chip and PIN terminals are becoming more common and requiretheuse of a 
Chip and PIN enabled card. To complete a purchase at these terminals, you will need to enter a PIN rather 
than provide a signature. The chip supplements the magnetic stripe on the card, providing you with greater 
access to points of sale and improved acceptance a round the globe.

It is important that you remember your PIN and do not share with others. You can retrieve a forgotten PIN 
online at anvtimebv visiting www.baml.com/PINCheck after a onetime registration. The instructions below 
will help you get started.

25
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Bankof America
Merrill LynchCardholder Login Page
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Bankof America
Merrill LynchFirst Time Registration

First Time Registration
You’l l  need to  register before gaining full access to the PIN Check site and retrieving vour PIN.

1. After c lick ing  cm the ..Register New Useri link fro m  the Lorin screen, enter your card Account
Num ber and then click.,Submit",

Bank of America 
Merrill Lynch Online PIN Check

New User Registration

' A ccount Hum ber:

SUBMIT j
CANCEL

Enter Youraccaunt number 
without spaces.

Privacy & Security Settirtqs for Optimal Performance 

S  2012 Sank of America Corporafnan. All rights reserved.
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Bankof America
Merrill Lynch

Security Settinas for Optimal Performance 

0  2012 Bank o f America corporation. Alt rights reserved.

Bank of America^' 
Merrill Lynch Online PIN Check

2. After entering a valid Account Number, you’l l  be required to provide additional account■CJ J v-z-z-z-z-z-z-z-zv X -L
in fo rm ation to  complete your registration and then c lick  ..Submit"wwww«vwwwwx*rwww O

Verification ID (also known as 
Activation ID): A 9 to 15 digit code 
provided by your '5 card
program administer during your 
card implementation. Contactyour 
a t e i a i i m  ify v o c . forgotten this 
number or call cardholder customer\-Zv--Zv--Zv--Z-Z-Z-Z-.-

service at 1.888.449.2273.<______________ _____________

New User Registration

' Account N um ber: 55671S0 .LJLOJbHiQ

' N am e on C ard :

E xp iration  D ate:

' Zip Code:

' S e c u r ity  C ode :

V e r if ic a t io n  ID :

SUBM IT CANCEL

Security Code: 3 digits imprinted on 
the right hand side of the signature 
panel on the back of your card.

28
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Bankof America
Merrill LynchRetrieving Your PIN
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Bankof America
Merrill Lynch
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Cardholder Fulfilment Rebrand
Overview
September 2015

Bankof America 
Merrill Lynch

‘B ankof America Me mi I Lynch'’  is the marketing'name fo r the glob a I banking an t global markets businessesor Bank of America Corporator!. Lend'ng derivatives. and 
f l i e r  cornm etis l barking activities at perfopmed gloo ally by banking a-Tilia^s o r Bank it" America Corporation, inckd irg  Barn: o" America, N A , member FCI C. 
Secjrities. scacegi: addsoty. andothe1 nMestrrent banking activ'ties are perfam ec globally by investment banking afnlates of Bank o r America Corporation 
[■’ Investment Banking AfFiliates'l, interring. in th e U n iid  States. M errill Lyrth. Pierce-. Fenner Et Smith rco'oo'aced an t Merrill Lyntn Profess o r a Clearirg Corp., both 
o r which are tg is te red  bpokendeaeps and member: o f SIPC, ant. in otner jurisdictions. by locally ree is te td  entitles. Memi Lyrth. Pierce Fennep £  Smith Ircoroorartec 
and Mernll lynch P tfesso na  Gearing Corp, are re g js te tc  as futures commission nerenarrts wribi the CFICand are members of the NF.A. Investment p roc jots c r f : -:c  
by Investment Barking AFnliates A t  ho t FDIC Insured •  May Lose Value > A t  Noe Bank Guaranteec. CZ015Bank of America Corporation.



Bankaf America^**
Merrill LynchRebranding Overview and Timing

Overview
• The Bank of America Merrill Lynch Commercial Card organization is 

implementing exciting new changes to our U.S, Chip & PIN card 
fulfillment. Both changes are effective August 31,2015 on a go- 
forward basis.

Bank of America 
Merrill Lynch

1. U.S. Chip Card Production
-  All U.S. Chip & PIN cards are now produced at ouir internal production facility in the Dallas, TX area. This relocation 

provides a number of efficiencies, including the ability to send true overnight expedited cards when needed.
+ Please note: all bulk card deliveries will now be sent via UPS rather than FedEx.

2. Rebranding Scope
-  All cardholder materials have been rebranded, delivering an enhanced experience and global consistency.

-i- Card plastics and printed materials reflect updated branding.
+ A newly-launched online Cardholder Reference Guide allows cardholders to obtain important program and contact 

information any time they need it by visiting www. ba ml .com.'gio ba I card us.
+ Given the ongoing conversion of the U.S. portfolio to Chip & PI N, magnetic stripe plastics and collateral will remain in 

their current branding.
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Banhof America <^ iL
Merrill LynchRebranded U.S. Chip & PIN Card Carrier

Ekiiih ut AJnertua C<riJ Paym ent S^u lkm a. 
ki»Xi7T«. rkoM tf- Cnwttngni

old new------ >

ik-ilAna-fzi '=̂_

B i - h i i  Anuric a 
Ith h rill Ljrwti

Your new Chip &  PIN card 
is ready to activate
Whatjrmi neemoGtarw

A n u B M -^ a w -a ra
l i t n  r X- lU > U  uM 3 iiT uU  U  k ' l U U I ^  U * l£  *■£.■?!,llXCl P ia a - H r ^  
n - rB T a  h  fdH- s-wa c j i i c i ' J  - . . y i o n ,  b  u i  Li k l ^  it k  : <  c u m

C W rt’ jp n r  " ,,J
"wv - r - r t s  e -rt n tns^s ■■rJ’  + -a i - E P u n  tc -a ta *

• ac nracnbv.FE" E-̂rviiHai wm-rd re rev bMv*»A r*x
Onm+F-n t f ia a  i « n  ic u r a l  Lu»-Pr«Crw:k.

i^Hdu u t  n  v h  'iLH kr ■: p u tiau : =t  ixnporv l h i^n T L > 3 T irx iiiL c r ■
i u r v J r«+Hyrv-;ninM̂  »|r'iTiT Be Il

P o r  i*txr a u w  h t i  ■  c m a o ra rr :a apof! ; r \  ltobt o t s d  f fa rc r t i r  a fc-tr orflHPQM

Cfll! SOB 571 1000 to  
a c tiv a te  y o u r card today.

FS i r3p< . C.-<■■¥ u  Ct-L1

A s u i n j r t i r i K r v  1SOI 

ttW fc  BTfl 3 i ^ «

u - ix a  Laid Su s i m i .  
M r ■ B t f e m r t  
b M b w h P S B d tWfi-.*A5ZT?J

i :  b i  *aa e b b  s r  - M a  a tr  
m e a i  t n  co j i r n i *

■ New branding for consistency across 
regions

■ Improved communication around PIN 
Check and Verification ID

■ Updated collect tele phone number for 
improved servicing when traveling 
internationally

■ OR code & URL directing cardholders 
to the online reference guide

I
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Bankof America
Merrill LynchRebranded Chip & PIN Collateral - Printed

LVeJfpjne Bucksiip'. new addition to all Chip & PIN packages
* Reminds cardholders of the benefits of their card.
• Includes the URL and O R  Code for the Cardholder Reference Guide.
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Chip & PIN Brochure: updates made to  version currently in print
* We will continue to print and insert this brochure until the U.S. market matures from an EMV standpoint.
* Utilizes most current branding elements and provides more concise direction around Chip terminal usage and OPC registration.
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U.S. Cardholder Reference Site

* The U.S. Cardholder Reference Guide is a hosted PDF accessible at www.baml.com/ElobalcardUS

* The Guide provides cardholders w ith  efficient access to  alll o f th e ir product inform ation, including card activation and 
customer service contact detail.

-  Most of t he col late ral p re viously includ ed i n ca rd packages is no w deli ve red d igita I ly i n a d ownload a bl e and p ri nta bl e 
format, including the insurance T&Cs and the Cardholder Guide To Benefits details.*

-  Custom client inserts and account Agreement terms w ill continue to be printed and incorporated into our card fulfillment 
packages. They will not be hosted online.
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Video

• http://visatv.trusted.visa.com/viewerportal/webcast/home.vp?programId=esc_program:7513&contentAssociationId=association:18347
• https://www.youtube.com/watch?v=tUkdqDARuEU

• https://www.youtube.com/watch?v=Nw2iTbEptHI
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